
======================================================================================= 
Software Release Note 
======================================================================================= 
RELEASE DATE: 13-Aug-2010 
FIRMWARE VERSION: V1.00 
KERNEL VERION: V1.04 
 
 
FIRMWARE CHANGES AND ENHANCEMENTS: 
 
N/A 
 
MODIFICATIONS: 
Note!! The following Known Issues have been fixed in this release of firmware. 
 
Fixed Telnet unstable via SSH. 
 
 
KNOWN RESTRICTIONS AND LIMITATIONS: 
 
N/A 
 

KNOWN ISSUES: 

Note! The following Known Issues will fix in the further release of firmware. 
 
N/A 
 
 
 
======================================================================================= 
Software Release Note 
======================================================================================= 
RELEASE DATE: 2-Aug-2010 
FIRMWARE VERSION: V1.00 
KERNEL VERION: V1.03 
 
 
FIRMWARE CHANGES AND ENHANCEMENTS: 
 
N/A 
 
MODIFICATIONS: 
Note!! The following Known Issues have been fixed in this release of firmware. 
 
Add SSL and SSH function.  
 
 
KNOWN RESTRICTIONS AND LIMITATIONS: 
 
N/A 
 

KNOWN ISSUES: 

Note! The following Known Issues will fix in the further release of firmware. 
 
Sometimes, SSH function would make DUT hang. We will tune another version for TN. 



Putty User configuration Guide 
 

 

Before using SSH, you have to set the three parts of Putty configuration and use telnet which via localhost to connect to the 

SSH server.  These steps are such as following: 

 

1. Session 

 Host Name : Enter the host name / IP address of the SSH server. The port number is used by the SSH server 

to listen for incoming connection requests. In SSH, this will be Port 22, unless the SSH server has be 

specifically configured to listen on a different port. 

 Connection type : Always select SSH. 

 

 

 

 

 

 

 

 

 

 

 

2. Connection->SSH 

 Because the SSH server does not support shells or pty sessions, you MUST always check the box that says 



"Don't start a shell or command at all. 

 Preferred SSH protocol version: Leave the default with version 2 is selected. The SSH server does not 

support the Version 1 SSH protocol. 

 Encryption cipher selection policy: Nothing needs to be done here. However the SSH server only supports 

AES and 3DES encryption 

 

 

 

 

 

 

 

 

 

 

 

3. Connection-> SSH-> Tunnels 

 You MUST always check the box that says "Local ports accept connections from other hosts". 

 You have to add new forwarded port to connect to the SSH server and set the type to "Local". 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

After pressing the add button, it shows as following. 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 Save Configuration and Login SSH 

The last step, you can save the session for the next use.  Then, login as guest of the authentication. 

 



 

 

 Telnet via SSH 

Open the cmd function and use "telnet localhost 23" to connect to the SSH server. 
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